
 
Attenzione  

Truffe via SMS a nome dei CAF

 
Nuove segnalazioni di tentativi di truffa: chiunque ricevesse un SMS sospetto, che 
invita a richiamare un numero strano (esempio 893) deve ignorare la comunicazione.  

 
In questi giorni diversi cittadini stanno ricevendo SMS che invitano a contattare 
urgentemente il CAF, è un tentativo di truffa! Questa tecnica chiamata “smishing” (SMS + 
phishing) sfrutta il canale degli SMS per ingannare le persone con toni allarmistici o falsi 
avvisi. 

Il numero da cui proviene l'SMS ( inizia con 893 o 899 ) è stato infatti già segnalato come 
sospetto. Bisogna quindi prestare la massima attenzione: questo numero  è associato a 
una cosiddetta "truffa a tariffa maggiorata" e, se richiamato, non risponde ma è in grado di 
scaricare in pochi secondi tutto il credito disponibile del telefono. 

Si invitano pertanto a prestare la massima attenzione, NON RICHIAMARE, IGNORARE 
L'SMS E BLOCCARE IL MITTENTE. Le sedi del CAF ACAI  utilizzano unicamente i propri 
canali ufficiali per contattare i clienti o i numeri delle sedi. Altra comunicazione via SMS, 
proveniente da numeri o link non ufficiali, non è attendibile.  
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